
Via: Overnight Mail 

February 27,2014 

Marlene H. Dortch 
Office of the Secretary 

Received & Inspected 

MAR 0 4 2014 

FCC Mail Room 

Federal Communications Commission 
445 12th Street S.W. 
Washington, D.C. 20554 

OOCKET FILE COPY ORIGINAL 

~~yo® 
360 Hamilton Avenue, 7th Floor 
White Plains, New York 10601 

j ill.sandford@zayo.com 
(914) 421-7585 

Re: Annual Custonter Proprietary Network lnfo1'11Ultion Compliance 
Certification; BB Docket No. 06-36 · ' 

I 

Dear Ms. Dortch, ' l 

~lease find enclosed b original and a ~py of the Annual ~prietary Network 
Information ("CPNI") Compliaflce Certification for thf following Companie~: 

l I I 

Zayo Grdup LLC 
Access I ommunications, Inc. 

' I 

~)ease have the copy 4ate stamped and re stamped envelope · 
provided: I 

I 

I 
! 

I 

Enclosure 
SASE 

·, i ; Gooi8-s rec'd._-'=0:-: _ 
:._:J . :~.SCDE 



Received & Inspected 

MAR 0 4 2014 

Anaual Customer Proprietary Network Informatioa Certifieatio~cc Mail R 
Parsuut to 47 C.F.R. § 64.2009(e) OOm 

EB Doeket No. 06-36 

Annual64.2009(e) CPNI Certification for 2013. 

Date filed: February 10, 2014 

Names of Companies covered by this certification: 

Zayo Group LLC 
Access Communications, Inc. 

f/k/a Access Communications Technolo~es, Inc. 

;Name of signatory: Scott Beer i 

Form 499 Filer ID: 

#828965 
#825556 

I 

I 
Title of signatozy: ~General Counsel ! [ ~~· 
I ' I . 
I I I 

i I I I I 
, I, Scott Beer, eertify that I am an oft1cer of the Companies bamed above, and acting as an 
!agent of the com~es, that I have perso~ knowledge that ~ Companies have estBblished 
operating procedures~ are adequate to~ compliance with fhe Commission's CP~ rules. 

i' 47 :::64: I 1.:1 ~cation is i -ying rf:' ent explaining ~w the 

~ompanies' ensure the compan is in compliance wi the requirements set forth in 
~ons 64.2001 et se . of the Commission' rules. 
I I 

i The Compani have not taken any actions (instituted Jmilcee<ll·lngs or filed 
bither 3t4tc commissi ~ courts, or at the FCC) against data kers in tbe past y 

ompanies have no ormation outside Commission Dock No. 96-115, or is not 
therwise publicly av ·able (e.g., through ews media), regardin the processes prete ters are 
ing to attempt to CPNL The the company bas en to protect CPNi iinclude 

ppdlatii' 1g its CPNI · ces and proced and conducting ne training designed t ensure 
mpliance with the F C's modified CPNI es. 

~Beer I · ral Counsel 

j>ate: .7. ,?? • "'"1" 
I 
t I 



Caatomer Proprietary Network bformado• Certifteatloa 
Attaclunellt A 

Received & Inspected 

MAR 0 4 2014 

FCc Mail Room 

The Companies have established practices and procedures adequate to ensure compliance with Section 
222 of the Communications Act of 1934, as amended, ("section 222") and the Federal Communications 
Commission's (''FCC") rules pertaining to customer proprietary network information ("CPNr') set forth 
in sections 64.2001-64.2011 of the Commission' s rules. This attachment summarizes those practices 
and procedures, which have been updated so that they arc adequate to ensure compliance with the 
Commission's CPN1 rules, as modified by the Commission in 2007. 

The Companies provide private telecommunications services over dedicated lines to large enterprise 
customers pursuant to ICB contracts. 1be Companies' customer contracts unifonnly contain 

- confidentiality agreements that address customers' private infonnation. It is the Companies' policy not to 
disclose CPN1 except as specificaJiy set out in its contracts with its customers and where required by law. 

Safegaardia& ~ preteitiag . . 
• The Com~ies' take reasonable m~ures to discover and protect against attempts to gain 

unauthon:;· access to CPNI, incl~g the authentication of customers prior to disclosing CPNI 
based on c omer-initiated contacts. The Companies' are committed to notify the FCC of any 
novel or methods of pretexting it discovers and of any actions it takes against pretexters and 
data broker. • 

Traiaiag and d-fpliae . 

• The Com i ies have an express diSciplinary process in place for violation of the Companies' 
CPNI p ·ces and procedures. Ttie Companies' employees arc required to review and abide by 

• 

Companie ' Code of Conduct, whi b prohibits all employ~ from using customer infonnation 
other than or providing service to e customer or as requirJ,d to be disclosed by law. 

(1) 

(2) 

I 

ofCPNI 

ies use CPN1 for the f4 llowing purposes: I 
. . . der . . . b•tt d u l . jl mrtlate, ren , mam , ~· J an co ect ,.or servtces 

. ....Jbers other . J ; or to protect tts SUU>Mi~ or earners uum 
lawful use of, or su 1 ·ption to, such services;' 

(3) Fo network maintenance; 

(4) As required by law. 

• The Com ies do not use CPNI fo any marketing . Specifically, the Com · es do not 
use CPNI market services to its •sting customers. Norio tbe Companies share, sell, lease or 
otherwise vide CPNI to any of i affiliates, suppliers, v dors, or any other third jparty for the 
purpose of eting any service. I 

• The Com ies' policy is not to sh , sell, lease or otherwi~ provide CPNI to thin( parties. The 
Compani will disclose CPNI to a iird party only when 1uired by a lawfully i~ 

I I 
I I I 

I ! 



government subpoena or pursuant to an appropriate non-disclosure agreement for corporate or 
fmancial transactions. 

Additioulsafeguanb 

• The Companies do not use CPNI for m.arteting purposes aod therefore do not have records to 
maintain regarding marketing campaigns that use its customers' CPNI. 

• The Companies have established a supervisory review process designed to ensure compliance 
with the FCC's CPNI rules. 

• The Companies designate one or more officers, as an agent or agents of the Companies, to sign 
and file a CPNI compliance certificate on an annual basis. The certificate conforms to the 
requirements set forth in FCC rule 64.2009(e). 

• The ~mpanies do not disclose CPNI over the phone 81\d do not allow for on lin~ access to CPNJ. 
I • . I 

• In the ~vent of a breach of CP~ the Companies will ~'mply with all applicable. breach 
notification laws. 

I : 
I 
I 


